Security Policy Development

Our complete set of security policies can be developed including the infrastructure, third-party, asset classification, accountability, personnel security, physical and environmental security, communications security, operations security, user education and awareness, access control, system development life cycle, business continuity, disaster recovery, and regulatory compliance.

How the process works:
- Gap analysis of current policies and operating environment, with policies developed accordingly
- Policies mapped towards industry’s best standards
- Policies and procedures that can be evaluated include:
  - Disaster Recovery/Business Continuity Plan (BCP)
  - Incident Response and Notification
  - Account Administration (administrative & user)
  - Virus and Malicious Code Protection
  - Network Security
  - Security and Control over Network Servers (Web, databases, etc.)
  - Information System Logging and Monitoring
  - Configuration and Control Over Routers and Gateways

Key value propositions include:
- Quickly validate problems and resolution, prioritize vulnerabilities
- Automated testing provides recommendations for remediation
- Development of key remediation recommendations

BUSINESS VALUE
- Cost effective compliance
- Prioritized and simplified recommendations
- Achieve greater return on investment
- Optimized implementation
- Knowledge Transfer

FEATURES & BENEFITS
- Develop policies to meet gaps (except BCP)
- 7 policies reviewed and/or developed
- Fixed Fee

Ready To Get Started?
Contact us at 888-282-0696 or sales@aurorait.com to learn how Aurora Security Services can help you accomplish your specific business and IT security goals. Explore further by visiting our website at: www.aurorait.com